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Security is a core priority at Hypernode. We greatly value the efforts of ethical hackers
and security researchers who help protect our systems and customers. If you've
discovered a potential vulnerability, we encourage you to report it responsibly through

our Intigriti bug bounty program.

Important: We only accept vulnerability submissions via our private program on
Intigriti. Submissions sent via email or other channels will not be eligible for a

bounty.

How to Report a Vulnerability

We've partnered with Intigriti, a trusted bug bounty platform, to manage all

vulnerability disclosures.
Our program is private, so you'll need an invitation before submitting any reports.
To request access:
1. Email your Intigriti username to: security@nl.team.blue
Once invited, you'll be able to access our program, where you'll find:

e A detailed list of in-scope and out-of-scope systems
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e Rules of engagement for testing
e Submission guidelines

e Information about rewards for valid reports
What's in Scope?
You can find the current scope and testing guidelines directly on our Intigriti page.

What We Expect

To maintain a safe and responsible process, we ask that all participants follow these

guidelines:

e Do not exploit vulnerabilities beyond what's required for proof-of-concept
e Do not impact user data, service availability, or privacy
e Do not use social engineering or perform physical security testing

e Keep vulnerability details confidential until we've resolved the issue

Our Commitment to You

If you act in good faith and follow the rules, we promise to:

e Review your report promptly

e Keep you informed throughout the process

. +31520216226 % support@hypernode.com o Ertskade 109, 1019 BB, Amsterdam
Public - Responsible Disclosure Policy - Version 20251906


mailto:support@hypernode.com

HYPERNODE"

e Provide appropriate rewards for eligible findings

e Never take legal action against responsible researchers

Why We Use Intigriti

Working with Intigriti ensures a smooth and professional disclosure process for

everyone:

Secure and structured platform for submitting reports

Transparent communication and real-time updates

Bug bounty rewards and fast, easy payouts

Option to remain anonymous if preferred

Thank you for helping us make Hypernode more secure.

We truly appreciate your time, your expertise, and your ethical approach.
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