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B9‑0000/2020

Euroopa Parlamendi resolutsioon, mis käsitleb komisjoni hindamisaruannet isikuandmete kaitse üldmääruse rakendamise kohta kaks aastat pärast selle jõustumist

(2020/2717(RSP))

*Euroopa Parlament*,

– võttes arvesse Euroopa Parlamendi ja nõukogu 24. aprilli 2016. aasta määrust (EL) 2016/679 füüsiliste isikute kaitse kohta isikuandmete töötlemisel ja selliste andmete vaba liikumise ning direktiivi 95/46/EÜ kehtetuks tunnistamise kohta (isikuandmete kaitse üldmäärus)[[1]](#footnote-1),

– võttes arvesse komisjoni 24. juuni 2020. aasta avaldust oma teatise kohta Euroopa Parlamendile ja nõukogule „Andmekaitse kodanike võimestajana ja ELi valmistumine digiüleminekuks – isikuandmete kaitse üldmääruse kohaldamise kaks esimest aastat“[[2]](#footnote-2),

– võttes arvesse komisjoni 24. juuni 2020. aasta teatist Euroopa Parlamendile ja nõukogule „Andmekaitse kodanike võimestajana ja ELi valmistumine digiüleminekuks – isikuandmete kaitse üldmääruse kohaldamise kaks esimest aastat“[[3]](#footnote-3),

– võttes arvesse kodukorra artikli 132 lõiget 2,

– võttes arvesse kodanikuvabaduste, justiits- ja siseasjade komisjoni resolutsiooni ettepanekut,

A. arvestades, et isikuandmete kaitse üldmäärust hakati kohaldama 25. maist 2018; arvestades, et kõik liikmesriigid peale Sloveenia võtsid vastu uued õigusaktid või kohandasid oma siseriiklikku andmekaitseõigust;

B. arvestades, et alates isikuandmete kaitse üldmääruse jõustumisest on järelevalveasutustele esitatud kaebuste arv märkimisväärselt kasvanud; arvestades, et see näitab, et andmesubjektid on teadlikumad oma õigustest ja soovivad kaitsta oma isikuandmeid kooskõlas isikuandmete kaitse üldmäärusega; arvestades, et see näitab ka seda, et jätkuvalt tehakse suurel hulgal seadusevastaseid andmetöötlustoiminguid;

***ÜLDISED TÄHELEPANEKUD***

1. väljendab heameelt seoses asjaoluga, et isikuandmete kaitse üldmäärusest on saanud isikuandmete kaitse ülemaailmne standard ja see on õigusnormide väljatöötamisel lähendavaks teguriks; väljendab heameelt selle üle, et isikuandmete kaitse üldmäärus on andmekaitset käsitlevatel rahvusvahelistel aruteludel tõstnud ELi esiplaanile ning mitmed kolmandad riigid on oma andmekaitsealased õigusaktid isikuandmete kaitse üldmäärusega kooskõlla viinud;

2. järeldab, et kaks aastat pärast jõustumist on isikuandmete kaitse üldmäärus olnud üldjoontes edukas, ja nõustub Euroopa Komisjoniga, et praeguses etapis ei ole vaja seda ajakohastada või läbi vaadata;

3. tunnistab, et lähiaastatel tuleb jätkuvalt keskenduda isikuandmete kaitse üldmääruse rakendamise ja selle tugevdamiseks võetavate meetmete parandamisele;

4. tunnistab, et isikuandmete kaitse üldmäärust on vaja jõuliselt ja mõjusalt rakendada suurte digiplatvormide ja integreeritud ettevõtjate suhtes, sealhulgas sellistes valdkondades nagu internetireklaam ja täppissuunamine;

***ISIKUANDMETE TÖÖTLEMISE ÕIGUSLIK ALUS***

5. tuletab meelde, et isikuandmete kaitse üldmääruse jõustumise algusest alates on „nõusolek“ tähistanud andmesubjekti mis tahes vormis vabatahtlikku, konkreetset, teadlikku ja ühemõttelist tahteavaldust, ning rõhutab, et see käib ka e-privaatsuse direktiivi kohta; märgib, et kehtiva nõusoleku rakendamist ohustavad endiselt nn varjatud mustrite kasutamine, jälgimine ärilistel eesmärkidel ja muud ebaeetilised tavad; väljendab muret selle pärast, et üksikisikud satuvad sageli majandusliku surve alla anda oma nõusolek vastutasuks allahindluste või muude kaubanduslike pakkumiste eest, või on sunnitud andma nõusoleku, kuna juurdepääs teenusele on seatud sõltuvusse siduvatest sätetest, mis on vastuolus isikuandmete kaitse üldmääruse artikliga 7;

***ANDMESUBJEKTI ÕIGUSED***

6. rõhutab, et on vaja hõlbustada isikuandmete kaitse üldmäärusega ette nähtud üksikisikute õiguste, näiteks andmete ülekantavuse või automatiseeritud töötlemise, sealhulgas profiilianalüüsiga seotud õiguste kasutamist; kutsub Euroopa Andmekaitsenõukogu üles avaldama lisasuuniseid automatiseeritud otsuste tegemise kohta;

***VÄIKEETTEVÕTTED JA -ORGANISATSIOONID***

7. märgib, et mõned sidusrühmad on teatanud, et isikuandmete kaitse üldmääruse kohaldamine on keeruline eelkõige väikeste ja keskmise suurusega ettevõtjate (VKEde) jaoks;

8. rõhutab, et VKEdele ei tohiks teha erandeid; kutsub Euroopa Andmekaitsenõukogu üles pakkuma praktilisi vahendeid, et hõlbustada isikuandmete kaitse üldmääruse rakendamist madala andmetöötlusriskiga VKEde poolt;

***TÄITMISE TAGAMINE***

9. väljendab muret selle pärast, et riiklikud andmekaitseasutused tagavad isikuandmete kaitse üldmääruse täitmist ebaühtlaselt;

10. märgib, et kuigi alates isikuandmete kaitse üldmääruse jõustumisest on tõsiste rikkumiste eest määratud mõned märkimisväärsed trahvid, ei ole isikuandmete kaitse üldmääruse vastavaid võimalusi kaugeltki täies ulatuses ära kasutatud ning kohaldatavate karistuste rangusaste on liikmesriigiti erinev;

11. väljendab muret juhtumite uurimise kestuse pärast mõnedes andmekaitseasutuses ning selle kahjuliku mõju pärast tulemuslikule täitmise tagamisele ja kodanike usaldusele; nõuab tungivalt, et andmekaitseasutused kiirendaksid juhtumite lahendamist ja kasutaksid kõiki neile isikuandmete kaitse üldmääruse kohaselt kättesaadavaid mehhanisme, sealhulgas ajutisi või lõplikke piiranguid või töötlemiskeeldu;

12. väljendab nördimust seoses asjaoluga, et 21 liikmesriigi andmekaitseasutused on sõnaselgelt teatanud, et neil ei ole oma ülesannete tõhusaks täitmiseks ja volituste kasutamiseks piisavalt inim-, tehnilisi ega rahalisi ressursse; nõuab tungivalt, et Euroopa Komisjon võtaks asjakohaseid meetmeid, sealhulgas algataks viivitamata rikkumismenetlused nende liikmesriikide suhtes, kes ei ole oma kohustusi täitnud;

13. väljendab kahetsust, et kollektiivse õiguskaitse puhul on enamik liikmesriike otsustanud isikuandmete kaitse üldmääruse artikli 80 lõiget 2 mitte rakendada; kutsub kõiki liikmesriike üles kasutama artikli 80 lõiget 2;

***KOOSTÖÖ JA JÄRJEPIDEVUS***

14. juhib tähelepanu, et üldmääruse täitmise tagamine on eriti viletsal järjel piiriüleste kaebuste, st koostöö- ja järjepidevusmehhanismide puhul; kutsub Euroopa Andmekaitsenõukogu üles suurendama jõupingutusi, et tagada isikuandmete kaitse üldmääruse artiklite 60 ja 63 nõuetekohane kohaldamine, ning kasutama isikuandmete kaitse üldmääruse artiklis 66 sätestatud kiirmenetlust;

15. täheldab vastuolusid liikmesriikide ja Euroopa Andmekaitsenõukogu suuniste vahel;

16. kutsub kõiki liikmesriike üles kehtestama eritoetuse piiriüleste kaebustega seotud andmesubjektidele või neid esindavatele organisatsioonidele; juhib tähelepanu asjaolule, et andmesubjekti õiguste kasutamisega seotud suured menetluskulud võivad mõjuda heidutavalt; kutsub liikmesriike üles selliseid kulusid vastavalt oma siseriiklikele haldusmenetlusseadustele piirama;

***ISIKUANDMETE KAITSE ÜLDMÄÄRUSE RAKENDAMISE KILLUSTATUS***

17. täheldab teatavat killustatust, mis tuleneb eelkõige vabatahtlike erisätete laialdasest kasutamisest; väljendab muret, et isikuandmete kaitse üldmääruse pakutavat kaitset õõnestab see, kuidas liikmesriigid on neid sätteid puudutavaid erandeid rakendanud (nt laste vanus nõusoleku saamiseks);

***LÕIMITUD ANDMEKAITSE***

18. kutsub järelevalveasutusi üles hindama lõimitud ja vaikimisi andmekaitset käsitleva artikli 25 rakendamist, eelkõige eesmärgiga rakendada võimalikult väheste andmete kogumise ja eesmärgi piiramise põhimõtteid, kooskõlas Euroopa Andmekaitsenõukogu suunistega;

***SUUNISED***

19. kutsub Euroopa Andmekaitsenõukogu üles töötama välja standardid ja suunised, mis aitavad andmekaitsenõudeid praktikas rakendada, muu hulgas seoses andmekaitsealaste mõjuhinnangutega (artikkel 35), andmesubjektide teavitamisega (artiklid 12–14), andmesubjektide õiguste kasutamisega (artiklid 15–18, 20–21) ja töötlemistoimingute registreerimisega (artikkel 30);

***RAHVUSVAHELINE ISIKUANDMETE LIIKUMINE JA KOOSTÖÖ***

20. rõhutab, kui oluline on võimaldada isikuandmete vaba liikumist rahvusvahelisel tasandil ilma isikuandmete kaitse üldmäärusega tagatud kaitse taset alandamata; toetab Euroopa Komisjoni tava käsitleda andmekaitset ja isikuandmete liikumist kaubanduslepingutest eraldi;

21. rõhutab, et kaitse piisavuse otsuseid tuleks langetada mitte poliitilistel, vaid õiguslikel alustel;

22. kutsub Euroopa Komisjoni üles avaldama kriteeriumid, mille alusel määratakse kindlaks, kas kolmas riik tagab „sisuliselt samaväärse“ kaitsetaseme kui ELis, eelkõige seoses juurdepääsuga õiguskaitsevahenditele ning valitsuse juurdepääsuga andmetele;

23. kinnitab, et massilise järelevalve programmid, mis hõlmavad massandmete kogumist, takistavad kaitse piisavuse otsuste langetamist;

24. kutsub andmekaitseasutusi üles süstemaatiliselt hindama, kas andmekaitsereegleid kolmandates riikides kooskõlas Euroopa Kohtu kohtupraktikaga tegelikult kohaldatakse;

25. nõuab tungivalt, et komisjon avaldaks põhjendamatu viivituseta oma 1995. aasta direktiivi alusel vastu võetud kaitse piisavuse otsuste läbivaatamise tulemused;

***TULEVASED LIIDU ÕIGUSAKTID***

26. tuletab komisjonile meelde tema kohustust tagada, et tulevastes seadusandlikes ettepanekutes esitatavad meetmed, eelkõige andmehalduse, andmevaldkonna õigusakti, digiteenuste õigusakti ja tehisintellekti kohta, peavad olema kooskõlas isikuandmete kaitse üldmäärusega (EL) 2016/679 ja direktiiviga (EL) 2016/680;

***E-PRIVAATSUSE MÄÄRUS***

27. väljendab sügavat muret e-privaatsuse direktiivi puuduliku rakendamise pärast liikmesriikides, pidades silmas isikuandmete kaitse üldmäärusega tehtud muudatusi; palub komisjonil kiirendada hindamist ja algatada rikkumismenetlused nende liikmesriikide suhtes, kes ei ole e-privaatsuse direktiivi nõuetekohaselt rakendanud;

28. teeb presidendile ülesandeks edastada käesolev resolutsioon komisjonile, Euroopa Ülemkogule, valitsustele ja liikmesriikide parlamentidele, Euroopa Andmekaitsenõukogule ja Euroopa Andmekaitseinspektorile.
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