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B9‑0000/2021

Europaparlamentets resolution om Europeiska unionens domstols dom av den 16 juli 2020 i mål C-311/18 – Data Protection Commissioner mot Facebook Ireland Limited, Maximillian Schrems (”Schrems II”)

(2020/2789(RSP))

*Europaparlamentet utfärdar denna resolution*

– med beaktande av Europeiska unionens stadga om de grundläggande rättigheterna, särskilt artiklarna 7, 8, 47 och 52,

– med beaktande av Europeiska unionens domstols dom av den 16 juli 2020 i mål C‑311/18, Data Protection Commissioner mot Facebook Ireland Limited och Maximillian Schrems[[1]](#footnote-1) (”Schrems II”),

– med beaktande av Europeiska unionens domstols dom av den 6 oktober 2015 i mål C‑362/14, Maximillian Schrems mot Data Protection Commissioner[[2]](#footnote-2) (”Schrems I”),

– med beaktande av Europeiska unionens domstols dom av den 6 oktober 2020 i mål C‑623/17 Privacy International mot Secretary of State of Foreign and Commonwealth affairs[[3]](#footnote-3),

– med beaktande av sin resolution av den 5 juli 2018 om huruvida ett adekvat skydd säkerställs genom skölden för skydd av privatlivet i EU och USA[[4]](#footnote-4),

– med beaktande av sin resolution av den 25 oktober 2018 om Cambridge Analyticas utnyttjande av Facebooks användaruppgifter och dess inverkan på uppgiftsskyddet[[5]](#footnote-5),

– med beaktande av sin resolution av den 23 november 2020 om översynen av EU:s handelspolitik[[6]](#footnote-6),

– med beaktande av förordning (EU) 2016/679 (den allmänna dataskyddsförordningen)[[7]](#footnote-7),

– med beaktande av Europeiska dataskyddsstyrelsens rekommendationer 01/2020, om åtgärder som kompletterar överföringsverktyg för att säkerställa överensstämmelse med EU:s skyddsnivå för personuppgifter, och 02/2020 om de europeiska grundläggande garantierna för övervakningsåtgärder[[8]](#footnote-8),

– med beaktande av artikel 132.2 i arbetsordningen, och av följande skäl:

A. Europeiska unionens domstol påpekade i sin dom i ”Schrems I-målet” att odifferentierad tillgång för underrättelsemyndigheter till innehållet i elektronisk kommunikation kränker det väsentliga innehållet i rätten till konfidentialitet vid kommunikation enligt artikel 7 i stadgan om de grundläggande rättigheterna.

B. I sin dom i ”Schrems II-målet” påpekade domstolen att Förenta staterna (USA) inte tillhandahåller tillräckliga rättsmedel för personer som inte är amerikanska medborgare mot massövervakningen, och att detta strider mot det väsentliga innehållet i rätten till rättsmedel enligt artikel 47 i stadgan.

C. Redan i sin resolution av den 25 oktober 2018 uppmanade Europaparlamentet kommissionen att upphäva skölden för skydd av privatlivet.

***Allmänna kommentarer***

1. Europaparlamentet noterar Europeiska unionens domstols dom av den 16 juli 2020, där domstolen bekräftade giltigheten av beslut 2010/87 om standardavtalsklausuler och menade att sådana klausuler utgör en effektiv mekanism för att säkerställa efterlevnad av den skyddsnivå som unionsrätten föreskriver. Parlamentet noterar vidare att domstolen ogiltigförklarade kommissionens beslut 2016/1250 om huruvida det skydd som erbjuds genom skölden för skydd av privatlivet i EU och USA är tillräckligt.

2. Europaparlamentet menar att domstolens dom har betydande konsekvenser för beslut om adekvat skyddsnivå som rör tredjeländer. Parlamentet upprepar att det måste råda klarhet angående rättsläget och finnas rättslig förutsebarhet.

3. Europaparlamentet är bekymrat över att det irländska dataskyddsombudet inledde hela ”Schrems II-målet”, i stället för att fatta ett beslut inom ramen för sina befogenheter enligt artikel 58 i den allmänna dataskyddsförordningen. Parlamentet är djupt oroat över att flera klagomål om överträdelser av den allmänna dataskyddsförordningen som ingavs den 25 maj 2018 ännu inte har avgjorts av det irländska dataskyddsombudet, som är ledande myndighet för dessa fall. Parlamentet fördömer skarpt den irländska dataskyddsmyndighetens försök att överföra kostnaderna för rättsförfarandet till Maximillian Schrems, vilket skulle skapat en enorm dämpande effekt. Parlamentet uppmanar kommissionen att inleda överträdelseförfaranden mot Irland för att landet inte genomför den allmänna dataskyddsförordningen på ett korrekt sätt.

4. Europaparlamentet uppmanar kommissionen att offentliggöra ytterligare vägledning om internationella dataöverföringar för företag, särskilt för små och medelstora företag, med information om de ytterligare skyddsåtgärder som krävs för överföringar med hjälp av standardavtalsklausuler.

***Standardavtalsklausuler***

5. Europaparlamentet noterar kommissionens utkast till genomförandebeslut och till standardavtalsklausuler. Parlamentet välkomnar att kommissionen nu vill ha återkoppling från berörda parter om sitt utkast.

6. Europaparlamentet noterar Europeiska dataskyddsstyrelsens rekommendationer 01/2020, om åtgärder som kompletterar överföringsverktyg för att säkerställa överensstämmelse med EU:s skyddsnivå för personuppgifter. Parlamentet är oroat över de potentiella konflikterna mellan dessa rekommendationer och kommissionens förslag till standardavtalsklausuler. Parlamentet anser att det krävs mer detaljerade riktlinjer från Europeiska dataskyddsstyrelsen.

7. Europaparlamentet anser att det är av avgörande betydelse att EU-företagen förlitar sig på solida mekanismer som är förenliga med domstolens dom. Parlamentet anser i detta avseende att kommissionens nuvarande förslag till mall för standardavtalsklausuler måste ta vederbörlig hänsyn till alla relevanta rekommendationer. Parlamentet stöder en verktygslåda med kompletterande åtgärder, t.ex. säkerhetscertifiering och krypteringsgarantier, som godtas av regleringsmyndigheterna.

8. Europaparlamentet påpekar att för personuppgiftsansvariga som omfattas av den amerikanska lag som reglerar övervakning av utländsk underrättelseverksamhet (Foreign Intelligence Surveillance Act) är en överföring av personuppgifter från EU inte möjlig enligt dessa standardavtalsklausuler, på grund av den höga risken för massövervakning. Endast en omfattande reform av övervakningsmetoderna i Förenta staterna kan på ett hållbart sätt lösa detta problem och skapa rättslig förutsebarhet för företag och registrerade.

9. Europaparlamentet påminner om att ett stort antal små och medelstora företag använder sig av standardavtalsklausuler. Parlamentet betonar att bolag och små och medelstora företag snarast behöver tydliga riktlinjer och stöd vid tillämpningen och tolkningen av domstolens dom.

10. Europaparlamentet framhåller den begränsade förhandlingsstyrkan och rättskapaciteten hos de europeiska små och medelstora företagen, som genom de föreskrivna självbedömningarna av huruvida skyddsnivån är adekvat i tredjeländer förväntas förstå de komplexa rättsliga ramarna i olika länder utanför EU. Parlamentet uppmanar kommissionen och Europeiska dataskyddsstyrelsen att grundligt undersöka behovet av eventuella kompletterande åtgärder och, om sådana krävs, av deras genomförbarhet, särskilt för små och medelstora företag.

11. Europaparlamentet uppmanar med kraft de nationella tillsynsmyndigheterna att i sådana fall använda sina respektive befogenheter enligt artikel 3 i utkastet till genomförandebeslut och enligt artikel 58 i den allmänna dataskyddsförordningen.

***Skölden för skydd av privatlivet***

12. Europaparlamentet noterar att domstolen, trots att skölden för skydd av privatlivet innebär förbättringar jämfört med safe harbour-arrangemangen, fann att skölden för skydd av privatlivet i EU och USA inte garanterar en väsentligen likvärdig och därmed adekvat skyddsnivå jämfört med den som föreskrivs i den allmänna dataskyddsförordningen och i EU:s stadga om de grundläggande rättigheterna, bland annat på grund av de villkor som införts när det gäller amerikanska myndigheters tillgång till personuppgifter som överförs inom ramen för skölden för skydd av privatlivet och på grund av att registrerade i EU saknar rättigheter att föra talan mot de amerikanska myndigheterna i amerikanska domstolar.

13. Europaparlamentet påminner om sin resolution från 2018 om skölden för skydd av privatlivet, vars text underströk risken att denna sköld ogiltigförklaras av Europeiska unionens domstol.

***Massövervakning och rättsliga ramar***

14. Europaparlamentet uppmuntrar kommissionen att fortsätta att övervaka användningen av massövervakningsteknik i Förenade kungariket.

15. Europaparlamentet påpekar att varken Kaliforniens Consumer Privacy Act (lag om skydd av konsumenters personuppgifter) i Förenta staterna eller något av de federala förslagen hittills uppfyller den allmänna dataskyddsförordningens krav avseende en adekvat skyddsnivå. Parlamentet uppmuntrar den amerikanska federala lagstiftaren att på nationell nivå anta en kraftfull och övergripande federal lag om dataskydd och integritetsfrågor som uppfyller dessa krav.

16. Europaparlamentet påpekar att sådan lagstiftning om uppgiftsskydd och skydd av personlig integritet för konsumenter inte i sig kommer att avhjälpa de grundläggande problem som domstolen identifierat avseende amerikanska underrättelsetjänsters massövervakning och den otillräckliga tillgången till rättsmedel. Parlamentet uppmanar Förenta staternas federala lagstiftare att överväga ändringar av avsnitt 702 i Foreign Intelligence Surveillance Act (den amerikanska lag som reglerar övervakning av utländsk underrättelseverksamhet i USA), Executive Order 12333 och Presidential Policy Directive 28, särskilt när det gäller att ge EU-medborgare och amerikanska medborgare samma skyddsnivå.

***Beslut om adekvat skyddsnivå***

17. Europaparlamentet uppmanar kommissionen att vidta alla nödvändiga åtgärder för att se till att alla ytterligare arrangemang med USA är helt förenliga med förordning (EU) 2016/679, med EU:s stadga om de grundläggande rättigheterna och med alla aspekter av domen från Europeiska unionens domstol.

18. Europaparlamentet påminner om kommissionens skyldighet att se över alla beslut om adekvat skyddsnivå som antagits enligt direktiv (EG) 95/46 med tillämpning av slutsatserna i domarna i målen ”Schrems I och II” för att bedöma huruvida en väsentligen likvärdig skyddsnivå erbjuds.

19. Europaparlamentet uppmanar kommissionen att inte fatta något nytt beslut om adekvat skyddsnivå med avseende på Förenta staterna, såvida det inte görs meningsfulla reformer i lagstiftning och praxis på området för offentliga myndigheters tillgång till information, särskilt avseende nationell säkerhet och underrättelseverksamhet.

20. Europaparlamentet uppmanar kommissionen att offentliggöra en uppdaterad förteckning över kriterier som den tar hänsyn till när den bedömer huruvida ett tredjeland uppfyller kraven för ett beslut om adekvat skyddsnivå.

21. Europaparlamentet uppdrar åt talmannen att översända denna resolution till kommissionen, Europeiska rådet, rådet, Europeiska dataskyddsstyrelsen och de nationella parlamenten.

1. [[https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A62018CA0311&qid=1610640279033](https://eur-lex.europa.eu/legal-content/SV/TXT/?uri=CELEX:62018CA0311&qid=1610640279033)](file:///C%3A%5CUsers%5Ccbull%5CAppData%5CLocal%5CMicrosoft%5CWindows%5CINetCache%5CContent.Outlook%5C9A0NKB2P%5C%09https%3A%5Ceur-lex.europa.eu%5Clegal-content%5CEN%5CTXT%5C?uri=CELEX:62018CJ0311) [↑](#footnote-ref-1)
2. [https://eur-lex.europa.eu/legal-content/SV/TXT/?uri=CELEX%3A62014CJ0362](https://eur-lex.europa.eu/legal-content/SV/TXT/?uri=CELEX:62014CJ0362) [↑](#footnote-ref-2)
3. <https://eur-lex.europa.eu/legal-content/SV/TXT/?uri=CELEX:62017CJ0623> [↑](#footnote-ref-3)
4. P8\_TA(2018)0315, <https://www.europarl.europa.eu/doceo/document/TA-8-2018-0315_SV.html> [↑](#footnote-ref-4)
5. P8\_TA(2018)0433, <https://www.europarl.europa.eu/doceo/document/TA-8-2018-0433_SV.html> [↑](#footnote-ref-5)
6. P9\_TA(2020)0337, https://www.europarl.europa.eu/doceo/document/TA-9-2020-0337\_SV.html [↑](#footnote-ref-6)
7. Europaparlamentets och rådets förordning (EU) 2016/679 av den 27 april 2016 om skydd för fysiska personer med avseende på behandling av personuppgifter och om det fria flödet av sådana uppgifter och om upphävande av direktiv 95/46/EG (allmän dataskyddsförordning) (EUT L 119, 4.5.2016, s. 1) [http://data.europa.eu/eli/reg/2016/679/oj](https://eur-lex.europa.eu/legal-content/SV/TXT/HTML/?uri=CELEX:32016R0679&from=EN). [↑](#footnote-ref-7)
8. <https://edpb.europa.eu/our-work-tools/public-consultations-art-704/2020/recommendations-012020-measures-supplement-transfer_en>

<https://edpb.europa.eu/our-work-tools/our-documents/recommendations/edpb-recommendations-022020-european-essential> [↑](#footnote-ref-8)