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Resolucija Evropskega parlamenta o sodbi Sodišča z dne 16. julija 2020 v zadevi Data Protection Commissioner proti Facebook Ireland Limited in Maximillianu Schremsu (zadeva Schrems II) – zadeva C-311/18

(2020/2789(RSP))

*Evropski parlament*,

– ob upoštevanju Listine Evropske unije o temeljnih pravicah, zlasti njenih členov 7, 8, 47 in 52,

– ob upoštevanju sodbe Sodišča z dne 16. julija 2020 v zadevi C-311/18, Data Protection Commissioner proti Facebook Ireland Limited in Maximillianu Schremsu[[1]](#footnote-1) (zadeva Schrems II);

– ob upoštevanju sodbe Sodišča z dne 6. oktobra 2015 v zadevi C-362/14, Maximillian Schrems proti Data Protection Commissioner[[2]](#footnote-2) (Schrems I);

– ob upoštevanju sodbe Sodišča z dne 6. oktobra 2020 v zadevi C-623/17 v zadevi Privacy International proti Secretary of State of Foreign and Commonwealth Affairs[[3]](#footnote-3);

– ob upoštevanju svoje resolucije z dne 5. julija 2018 o ustreznosti varstva, ki ga zagotavlja zasebnostni ščit EU-ZDA[[4]](#footnote-4),

– ob upoštevanju svoje resolucije z dne 25. oktobra 2018 o uporabi podatkov uporabnikov Facebooka s strani Cambridge Analytica in vplivu na varstvo podatkov[[5]](#footnote-5);

– ob upoštevanju svoje resolucije z dne 26. novembra 2020 o pregledu trgovinske politike EU[[6]](#footnote-6);

– ob upoštevanju Uredbe (EU) 2016/679 (Splošna uredba o varstvu podatkov)[[7]](#footnote-7);

– ob upoštevanju priporočil št. 01/2020 Evropskega odbora za varstvo podatkov o ukrepih, ki dopolnjujejo orodja za prenos, za zagotovitev skladnosti z ravnjo varstva osebnih podatkov na ravni EU, in št. 02/2020 glede evropskih temeljnih jamstev za nadzorne ukrepe [[8]](#footnote-8);

– ob upoštevanju člena 132(2) Poslovnika,

A. ker je Sodišče v sodbi v zadevi Schrems I poudarilo, da neselektivni dostop obveščevalnih organov do vsebine elektronskih komunikacij krši bistvo pravice do zaupnosti komunikacij iz člena 7 Listine;

B. ker je Sodišče v sodbi v zadevi Schrems II poudarilo, da Združene države Amerike ne zagotavljajo zadostnih pravnih sredstev proti množičnemu nadzoru za osebe, ki niso iz ZDA, kar krši bistvo pravice do pravnega sredstva iz člena 47 Listine;

C. ker je Evropski parlament v svoji resoluciji z dne 25. oktobra 2018 Komisijo že pozval, naj začasno ustavi izvajanje zasebnostnega ščita;

***SPLOŠNE UGOTOVITVE***

1. je seznanjen s sodbo Sodišča z dne 16. julija 2020, v kateri je potrdilo veljavnost Sklepa 2010/87 o standardnih pogodbenih klavzulah, za katere meni, da so učinkovit mehanizem zagotavljanja skladnosti z ravnjo varstva, ki jo zagotavlja pravo EU; ugotavlja tudi, da je Računsko sodišče razveljavilo Sklep Komisije 2016/1250 o ustreznosti varstva, ki ga zagotavlja zasebnostni ščit EU-ZDA;

2. meni, da ima sodba Sodišča pomembne učinke za sklepe o ustreznosti v zvezi s tretjimi državami; ponovno potrjuje potrebo po pravni jasnosti in varnosti;

3. je zaskrbljen, ker je irski komisar za varstvo podatkov spravil v tek celoto zadevo Schrems II, namesto da bi sprejel odločitev znotraj svojih pristojnosti v skladu s členom 58 Splošne uredbe o varstvu podatkov; izraža globoko zaskrbljenost, ker irski komisar za varstvo podatkov še ni odločil o več pritožbah zoper kršitve Splošne uredbe o varstvu podatkov, vloženih 25. maja 2018, čeprav je vodilni organ v teh zadevah; ostro obsoja poskus irskega organa za varstvo podatkov, da bi stroške sodnega postopka prenesel na Maximilliana Schremsa, kar bi imelo izjemno zastraševalni učinek; poziva Komisijo, naj začne postopke za ugotavljanje kršitev proti Irski, ker ne izvršuje ustrezno Splošne uredbe o varstvu podatkov;

4. poziva Komisijo, naj objavi dodatne smernice o mednarodnih prenosih podatkov za podjetja, zlasti za mala in srednja podjetja, vključno z dodatnimi zaščitnimi ukrepi, potrebnimi za prenose z uporabo standardnih pogodbenih klavzul;

***STANDARDNE POGODBENE KLAVZULE***

5. je seznanjen z osnutkom izvedbenega sklepa Komisije in osnutkom standardnih pogodbenih klavzul; pozdravlja dejstvo, da Komisija trenutno zbira povratne informacije deležnikov o tem osnutku;

6. je seznanjen s priporočili št. 01/2020 Evropskega odbora za varstvo podatkov o ukrepih, ki dopolnjujejo orodja za prenos, za zagotovitev skladnosti z ravnjo varstva osebnih podatkov na ravni EU; je zaskrbljen zaradi morebitnih nasprotij med temi priporočili in standardnimi pogodbenimi klavzulami, ki jih predlaga Komisija; meni, da bi moral Evropski odbor za varstvo podatkov dati podrobnejša navodila;

7. meni, da je bistveno, da se lahko podjetja EU zanašajo na trdne mehanizme, skladne s sodbo Sodišča; zato ugotavlja, da bi bilo treba pri predlogi standardnih pogodbenih klavzul, ki jo predlaga Komisija, ustrezno upoštevati vsa ustrezna priporočila; podpira zbirko dodatnih ukrepov, npr. varnostno certificiranje in zaščitne ukrepe šifriranja, ki jih sprejmejo regulativni organi;

8. poudarja, da zaradi visokega tveganja množičnega nadzora upravljavci podatkov, za katere se uporablja ameriški zakon o nadzoru tujih obveščevalnih podatkov, ne morejo v okviru teh standardnih pogodbenih klavzul prenašati osebnih podatkov iz Unije; to težavo je mogoče rešiti samo s celovito prenovo nadzorne prakse v ZDA ter s tem podjetjem in posameznikom, na katere se nanašajo osebni podatki, zagotoviti pravno varnost;

9. opozarja, da standardne pogodbene klavzule uporablja veliko malih in srednjih podjetij; poudarja, da podjetja ter mala in srednja podjetja nujno potrebujejo jasne smernice in pomoč pri uporabi in razlagi sodbe Sodišča;

10. opozarja, da sta pogajalska moč in pravna sposobnost evropskih malih in srednjih podjetij omejeni, pa vendar se od njih zahteva, da sama ocenijo ustreznost zapletenih pravnih okvirov različnih tretjih držav; poziva Komisijo in Evropski odbor za varstvo podatkov, naj temeljito preučita nujnost in izvedljivost vseh potrebnih dopolnilnih ukrepov, zlasti za mala in srednja podjetja;

11. poziva nacionalne nadzorne organe, naj v takih primerih uporabijo svoja pooblastila iz člena 3 osnutka izvedbenega sklepa in v skladu s členom 58 Splošne uredbe za varstvo podatkov;

***ZASEBNOSTNI ŠČIT***

12. ugotavlja, da je Sodišče kljub izboljšavam zasebnostnega ščita v primerjavi z ureditvijo varnega pristana ugotovilo, da zasebnostni ščit EU-ZDA ne zagotavlja v bistvu enakovredne ravni varstva, kot jo zagotavljata Splošna uredba o varstvu podatkov in Listina EU o temeljnih pravicah, zlasti zaradi pogojev, ki veljajo za dostop javnih organov ZDA do osebnih podatkov, prenesenih v okviru zasebnostnega ščita, in ker se posamezniki iz EU, na katere se nanašajo osebni podatki, ne morejo obrniti v zvezi z organi ZDA na sodišča ZDA;

13. opominja na resolucijo Parlamenta iz leta 2018 o zasebnostnem ščitu, v kateri je bilo poudarjeno tveganje, da bo Sodišče razveljavilo zasebnostni ščit;

***MASOVNI NADZOR IN PRAVNI OKVIR***

14. spodbuja Komisijo, naj še naprej spremlja uporabo tehnologij za množični nadzor v Združenem kraljestvu;

15. poudarja, da v ZDA zahtev iz Splošne uredbe o varstvu podatkov za ustrezno raven varstva doslej ne izpolnjuje ne kalifornijski zakon o varstvu potrošnikov ne eden od predlogov na zvezni ravni; spodbuja zveznega zakonodajalca ZDA, naj na nacionalni ravni sprejme trden in obsežen zvezni zakon o varstvu podatkov in zasebnosti, ki bo izpolnjeval te zahteve;

16. poudarja, da taka zakonodaja o varstvu podatkov potrošnikov in zasebnosti sama po sebi ne bo rešila temeljnih vprašanj, ki jih je Sodišče ugotovilo v zvezi z množičnim nadzorom ameriških obveščevalnih služb in nezadostnim dostopom do pravnih sredstev; spodbuja zveznega zakonodajalca ZDA, naj ponovno razmisli o spremembah oddelka 702 zakona FISA, izvršilne odredbe št. 12333 in predsedniške politične direktive št. 28, zlasti v zvezi z zagotavljanjem enake ravni zaščite državljanom EU in ZDA;

***SKLEPI O USTREZNOSTI***

17. poziva Komisijo, naj sprejme vse potrebne ukrepe za zagotovitev, da bo vsaka nadaljnja ureditev z ZDA v celoti skladna z Uredbo (EU) 2016/679, Listino EU in vsemi vidiki sodbe Sodišča;

18. pozdravlja, da mora Komisija pregledati vse sklepe o ustreznosti, sprejete na podlagi Direktive 95/46/ES, z uporabo sklepov iz sodb Schrems I in II, da bi ocenila, ali je zagotovljena v bistvu enakovredna raven varstva;

19. poziva Komisijo, naj ne sprejme nobenega novega sklepa o ustreznosti v zvezi z ZDA, razen če ne bodo uvedene smiselne reforme zakonov in praks na področju dostopa javnih organov do informacij, zlasti za namene nacionalne varnosti in v obveščevalne namene;

20. poziva Komisijo, naj objavi posodobljen seznam meril, ki jih upošteva pri ocenjevanju, ali tretja država izpolnjuje pogoje za sklep o ustreznosti;

21. naroči svojemu predsedniku, naj to resolucijo posreduje Komisiji, Evropskemu svetu, Svetu, Evropskemu odboru za varstvo podatkov in nacionalnim parlamentom.
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