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B9‑0000/2021

Europa-Parlamentets beslutning om Domstolens dom af 16. juli 2020 – Data Protection Commissioner mod Facebook Ireland Limited, Maximillian Schrems ("Schrems II") – sag C-311/18

(2020/2789(RSP))

*Europa-Parlamentet*,

– der henviser til Den Europæiske Unions charter om grundlæggende rettigheder, særlig artikel 7, 8, 47 og 52,

– der henviser til Domstolens dom af 16. juli 2020 i sag C-311/18, Data Protection Commissioner mod Facebook Ireland Limited og Maximillian Schrems[[1]](#footnote-1) ("Schrems II"),

– der henviser til Domstolens dom af 6. oktober 2015 i sag C-362/14, Maximillian Schrems mod Data Protection Commissioner[[2]](#footnote-2) ("Schrems I"),

– der henviser til Domstolens dom af 6. oktober 2020 i sag C‑623/17, Privacy International mod Secretary of State for Foreign and Commonwealth Affairs[[3]](#footnote-3),

– der henviser til sin beslutning af 5. juli 2018 om tilstrækkeligheden af den beskyttelse, der opnås ved hjælp af EU's og USA's værn om privatlivets fred[[4]](#footnote-4),

– der henviser til sin beslutning af 25. oktober 2018 om Cambridge Analyticas anvendelse af Facebook-brugeres personlige oplysninger og indvirkningen på databeskyttelse[[5]](#footnote-5),

– der henviser til sin beslutning af 23. november 2020 om revision af EU's handelspolitik[[6]](#footnote-6),

– der henviser til forordning (EU) 2016/679, den generelle forordning om databeskyttelse (GDPR)[[7]](#footnote-7),

– der henviser til Det Europæiske Databeskyttelsesråds henstilling 01/2020 om foranstaltninger, der supplerer overførselsværktøjer for at sikre overholdelse af EU-niveauet for beskyttelse af personoplysninger, og 02/2020 om de europæiske væsentlige garantier for overvågningsforanstaltninger[[8]](#footnote-8),

– der henviser til forretningsordenens artikel 132, stk. 2,

A. der henviser til, at EU-Domstolen i "Schrems I"-dommen påpegede, at vilkårlig adgang for efterretningsmyndigheder til indholdet af elektronisk kommunikation er i strid med kernen i retten til kommunikationshemmelighed som fastsat i chartrets artikel 7;

B. der henviser til, at Domstolen i "Schrems II"-dommen påpegede, at USA ikke giver ikke-amerikanske personer tilstrækkelige retsmidler mod masseovervågningen, og at dette er i strid med kernen i retten til retsmidler som fastsat i chartrets artikel 47;

C. der henviser til, at Europa-Parlamentet allerede i sin beslutning af 25. oktober 2018 havde opfordret Kommissionen til at suspendere værnet om privatlivets fred;

***GENERELLE BEMÆRKNINGER***

1. noterer sig Domstolens dom af 16. juli 2020, hvori Domstolen stadfæstede gyldigheden af afgørelse 2010/87 om standardkontraktbestemmelser, idet den anså dem for at være en effektiv mekanisme til at sikre overholdelse af det beskyttelsesniveau, der er fastsat i EU-retten; bemærker endvidere, at Domstolen fastslog, at Kommissionens afgørelse 2016/1250 om tilstrækkeligheden af den beskyttelse, der opnås ved hjælp af EU’s og USA’s værn om privatlivets fred, er ugyldig;

2. mener, at Domstolens dom har betydelige konsekvenser for afgørelser om tilstrækkeligheden af beskyttelsesniveauet vedrørende tredjelande; bekræfter på ny behovet for juridisk klarhed og retssikkerhed;

3. er bekymret over, at den irske databeskyttelseskommissær indledte hele "Schrems II"-sagen i stedet for at træffe en afgørelse inden for rammerne af sine beføjelser i henhold til artikel 58 i GDPR; er dybt bekymret over, at flere sager om brud på GDPR indledt ved klager indgivet den 25. maj 2018 endnu ikke er blevet afgjort af den irske databeskyttelseskommissær, som er den ledende myndighed for disse sager; fordømmer på det kraftigste den irske databeskyttelsesmyndigheds forsøg på at vælte omkostningerne ved retssagen over på Maximilian Schrems, hvilket ville have skabt en massiv afskrækkende virkning; opfordrer Kommissionen til at indlede traktatbrudsprocedurer mod Irland for ikke at håndhæve GDPR ordentligt;

4. opfordrer indtrængende Kommissionen til at offentliggøre yderligere vejledning om internationale dataoverførsler for virksomheder, navnlig for SMV'er, herunder om de yderligere garantier, der kræves for overførsler ved hjælp af standardkontraktbestemmelser;

***STANDARDKONTRAKTBESTEMMELSER***

5. noterer sig Kommissionens udkast til gennemførelsesafgørelse og udkast til standardkontraktbestemmelser; glæder sig over, at Kommissionen er ved at indhente feedback fra interessenter om dette udkast;

6. noterer sig Det Europæiske Databeskyttelsesråds henstilling 01/2020 om foranstaltninger, der supplerer overførselsværktøjer for at sikre overholdelse af EU-niveauet for beskyttelse af personoplysninger; er bekymret over potentielle konflikter mellem denne henstilling og Kommissionens forslag til standardkontraktbestemmelser; er af den opfattelse, at der er behov for mere detaljerede retningslinjer fra Databeskyttelsesrådet;

7. mener, at det er afgørende, at EU-virksomheder anvender nogle solide mekanismer, der overholder Domstolens dom; mener i denne forbindelse, at Kommissionens nuværende forslag til en model for standardkontraktbestemmelser bør tage behørigt hensyn til alle relevante henstillinger; støtter en værktøjskasse med supplerende foranstaltninger, f.eks. sikkerhedscertificering og krypteringsgarantier, der accepteres af reguleringsmyndighederne;

8. påpeger, at det for dataansvarlige, der er omfattet af den amerikanske Foreign Intelligence Surveillance Act, ikke er muligt at overføre personoplysninger fra EU i henhold til disse standardkontraktbestemmelser på grund af den høje risiko for masseovervågning; kun en omfattende reform af overvågningspraksis i USA kan løse dette problem på en holdbar måde og skabe retssikkerhed for virksomhederne og de registrerede;

9. minder om, at et stort antal SMV'er gør brug af standardkontraktbestemmelser; understreger, at virksomheder og SMV'er har et presserende behov for klare retningslinjer og bistand i forbindelse med anvendelsen og fortolkningen af Domstolens dom;

10. fremhæver, at de europæiske SMV'er har en begrænset forhandlingsstyrke og rets- og handleevne og gennem bemyndigelsen til selv at foretage vurderinger af tilstrækkeligheden af beskyttelsesniveauet i tredjelande forventes at fastlægge de komplekse retlige rammer i forskellige tredjelande; opfordrer indtrængende Kommissionen og Databeskyttelsesrådet til grundigt at undersøge nødvendigheden og gennemførligheden af alle krævede supplerende foranstaltninger, navnlig for SMV'er;

11. opfordrer indtrængende de nationale tilsynsmyndigheder til at gøre brug af deres respektive beføjelser som omhandlet i artikel 3 i udkastet til gennemførelsesafgørelse og i henhold til artikel 58 i GDPR i sådanne tilfælde;

***VÆRN OM PRIVATLIVETS FRED***

12. bemærker, at Domstolen på trods af forbedringer af værnet om privatlivets fred i forhold til safe harbour-ordningen fandt, at EU's og USA's værn om privatlivets fred ikke garanterer et beskyttelsesniveau, der i det væsentlige svarer til det, der er fastsat i GDPR og EU's charter, og derfor er tilstrækkeligt, navnlig på grund af de betingelser, der er indført med hensyn til amerikanske offentlige myndigheders adgang til personoplysninger, der overføres under værnet om privatlivets fred, og manglen på rettigheder for registrerede i EU, som kan håndhæves over for de amerikanske myndigheder ved domstolene;

13. minder om Parlamentets beslutning fra 2018 om værnet om privatlivets fred, hvori Parlamentet understregede risikoen for, at Domstolen erklærede værnet om privatlivets fred for ugyldigt;

***MASSEOVERVÅGNING OG RETLIG RAMME***

14. opfordrer Kommissionen til fortsat at holde øje med anvendelsen af masseovervågningsteknologier i Det Forenede Kongerige;

15. påpeger, at hverken California Consumer Privacy Act i USA eller nogen af de føderale forslag indtil videre opfylder kravene i GDPR om et tilstrækkeligt beskyttelsesniveau; opfordrer den amerikanske føderale lovgiver til at vedtage en stærk, omfattende føderal lov om databeskyttelse og beskyttelse af privatlivets fred på nationalt plan, som opfylder disse krav;

16. påpeger, at en sådan lovgivning om forbrugerbeskyttelse og beskyttelse af privatlivets fred ikke i sig selv vil løse de grundlæggende problemer, som Domstolen har konstateret vedrørende amerikanske efterretningstjenesters masseovervågning og utilstrækkelig adgang til retsmidler; opfordrer den amerikanske føderale lovgiver til at genoverveje ændringer af section 702 i FISA, Executive Order 12333 og Presidential Policy Directive 28, navnlig med hensyn til at give samme beskyttelsesniveau for EU-borgere og amerikanske borgere;

***AFGØRELSER OM TILSTRÆKKELIGHEDEN AF BESKYTTELSESNIVEAUET***

17. opfordrer Kommissionen til at træffe alle nødvendige foranstaltninger for at sikre, at yderligere aftaler med USA fuldt ud er i overensstemmelse med forordning (EU) 2016/679, EU's charter og alle aspekter af Domstolens dom;

18. minder om Kommissionens forpligtelse til at gennemgå alle afgørelser om tilstrækkeligheden af beskyttelsesniveauet, der er vedtaget i henhold til direktiv 95/46/EF, under anvendelse af konklusionerne i "Schrems I- og II"-dommene for at vurdere, om der er sikret et i det væsentlige tilsvarende beskyttelsesniveau;

19. opfordrer Kommissionen til ikke at vedtage nogen ny afgørelse om tilstrækkeligheden af beskyttelsesniveauet i relation til USA, medmindre der indføres meningsfulde reformer af love og praksis vedrørende offentlige myndigheders adgang til oplysninger, navnlig af nationale sikkerhedshensyn og til efterretningsformål;

20. opfordrer Kommissionen til at offentliggøre en ajourført liste over de kriterier, den tager hensyn til ved vurderingen af, om et tredjeland opfylder betingelserne for en afgørelse om et tilstrækkeligt beskyttelsesniveau;

21. pålægger sin formand at sende denne beslutning til Kommissionen, Det Europæiske Råd, Rådet, Databeskyttelsesrådet og de nationale parlamenter.

1. [[https://eur-lex.europa.eu/legal-content/DA/TXT/?uri=CELEX%3A62018CA0311&qid=1610640279033](https://eur-lex.europa.eu/legal-content/DA/TXT/?uri=CELEX:62018CA0311&qid=1610640279033)](file:///C%3A%5CUsers%5Ccbull%5CAppData%5CLocal%5CMicrosoft%5CWindows%5CINetCache%5CContent.Outlook%5C9A0NKB2P%5C%09https%3A%5Ceur-lex.europa.eu%5Clegal-content%5CEN%5CTXT%5C?uri=CELEX:62018CJ0311) [↑](#footnote-ref-1)
2. [https://eur-lex.europa.eu/legal-content/DA/TXT/?uri=CELEX%3A62014CJ0362](https://eur-lex.europa.eu/legal-content/DA/TXT/?uri=CELEX:62014CJ0362) [↑](#footnote-ref-2)
3. <https://eur-lex.europa.eu/legal-content/DA/TXT/?uri=CELEX:62017CJ0623> [↑](#footnote-ref-3)
4. P8\_TA(2018)0315, <https://www.europarl.europa.eu/doceo/document/TA-8-2018-0315_DA.html> [↑](#footnote-ref-4)
5. P8\_TA(2018)0433, <https://www.europarl.europa.eu/doceo/document/TA-8-2018-0433_DA.html> [↑](#footnote-ref-5)
6. P9\_TA(2020)0337, https://www.europarl.europa.eu/doceo/document/TA-9-2020-0337\_DA.html [↑](#footnote-ref-6)
7. Europa-Parlamentets og Rådets forordning (EU) nr. 2016/679 af 27. april 2016 om beskyttelse af fysiske personer i forbindelse med behandling af personoplysninger og om fri udveksling af sådanne oplysninger og om ophævelse af direktiv 95/46/EF (generel forordning om databeskyttelse), EUT L 119 af 4.5.2016, s. 1, <http://data.europa.eu/eli/reg/2016/679/oj> [↑](#footnote-ref-7)
8. <https://edpb.europa.eu/our-work-tools/public-consultations-art-704/2020/recommendations-012020-measures-supplement-transfer_da>

 <https://edpb.europa.eu/our-work-tools/our-documents/recommendations/edpb-recommendations-022020-european-essential> [↑](#footnote-ref-8)